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1
Discussion
In contrary to the PCC architecture in TS 23.203, the NextGen policy framework will need to support an interface with the UE in order to provide policy information that should be enforced by the UE. As an example, the NextGen policy framework may need to provide network discovery & selection policy to UE or network slice selection policy, PLMN selection policy, etc. All this policy should be provided to UE via a common interface in order to reduce complexity.

The type of policy information that should be provided to UE via the policy interface will be specified only after the relevant key issues have defined their UE policy requirements.
Proposed Changes

6.10.1
Solution 10.1:
Policy Framework alternative solution 1
In this solution, it is proposed to reuse the existing EPC's policy framework with the modifications needed for supporting the Control and User Plane split as described below. 

NOTE: The rationale behind this solution is that:

-
In case there is separate key issue for some specific functionality potentially interacting with Policy Framework (e.g. 3rd party interactions etc.), the results of that key issue resolution may influence Policy Framework and will be considered once the corresponding key issue is stable.
-
In case there are no new NextGen requirements for some particular functionality, it is assumed that the functionality and handling remains same as in case of EPC.
 6.10.1.1
Overall policy architecture


Overall roaming and non-roaming policy related architecture is the same as defined by the TS 23.203 with the same functionality and the same functional entities, except the following deviations:
Editor's note: The functionality of Policy Framework in case of roaming architecture depends on overall roaming architecture agreed for NextGen.
1.
Following User and Control split concept adopted for R14 CUPS architecture, User and Control Plane Functions will support Policy related functionality following the similar split principles as defined by CUPS for policy-enforcing functional split.

a
Correspondingly, the Control Plane entities resulted from the split will interface with Policy and with Charging Functions.

Editor's note: It is FFS whether there is a single or multiple Control Plane entities serving a different/ multiple User-Plane entities communicating with Policy Function for getting the policy enforcing rules. It will also depend on outcomes of 

-
key issues#4-6  about the possible User Plane entities that may be used to enforce the policies received from the Policy Function

-
key issue#7 on Network function granularity and interactions between them.

Editor's note: Policy Control for non-IP traffic is FFS.

NOTE: The split will depend on overall functionality, subject to eventually selected solutions for the other key issues.
2.
The NextGen policy protocols shall be designed with consideration of the outcomes of the Key issue 7: Network function granularity and interactions between them, in purpose of realizing a common approach. 
In addition, the following corresponding modifications may be needed once the corresponding key issue's solution is stable: 

3.
QoS control solution will be determined based on outcomes of Key Issue 2 : QoS. Existing QoS enforcement actions (bandwidth limitation, redirection, gating etc.), if applicable in the NextGen QoS model, shall be preserved.
4.
Potential interaction with Access Network Discovery and Selection Framework is FFS and will be determined based on outcomes of Key Issue 17: 3GPP architecture impacts to support network discovery and selection.

5.
Potential interaction with access traffic steering, switching and splitting is FFS and will be determined based on outcomes of Key issue 20: Traffic Steering, Switching and Splitting between 3GPP and non-3GPP Accesses.

6.
Potential interaction with 3rd party provided services is FFS and will be determined based on outcomes of the Key issue 9: 3GPP architecture impacts to support network capability exposure.

7.
Potential interaction with Session management is FFS and will be determined based on outcomes of the Key issue 4: Session management.

8.
Potential interaction with Mobility management is FFS and will be determined based on outcomes of the Key Issue 3: Mobility management framework.

9.
Potential interaction with Network Slicing is FFS and will be determined based on outcomes of the Key issue 1: Support of network slicing.
10.
The NextGen policy framework shall be able to provide policy information to UE, such as network discovery & selection policy, network slice selection policy, etc. For this purpose, the policy framework shall support a new interface with the UE. This interface is used for provisioning the UE with one or more different types of policies. The type of policies that should be provided to UE via the new interface will be determined after the relevant key issues have defined their UE policy requirements.
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